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Beziiglich der Einschrankungen aufgrund von Serverangriffen

In letzter Zeit kam es zu einer groflen Zahl unbefugter Zugriffe auf den JGG-Server aus China, Russland
und Afrika. Da unter diesen Umstanden auch ein mdégliches Datenleck — etwa in Bezug auf E-Mail-
Adressen — nicht ausgeschlossen werden kann, haben wir den Zugriff auf unsere Seiten derzeit auf

folgende Regionen beschrankt: Japan, Deutschland, Osterreich und Schweiz.

Bislang gibt es keine Hinweise darauf, dass personenbezogene Daten nach auflen gelangt sind. Zur
Erhéhung der Sicherheit planen wir jedoch, die Zugriffsbeschrankung weiterhin aufrechtzuerhalten. Sollten
Sie von aulerhalb der genannten Regionen auf unsere Seite zugreifen missen, wenden Sie sich bitte

tiber das Kontaktformular an den Ausschuss fiir Offentlichkeitsarbeit.

Zudem ist im Sommer ein Update unserer Moodle-Plattform geplant (voraussichtlich vom 11. bis 18.
August), um bestehende Sicherheitsliicken zu beheben. In diesem Zeitraum wird der Zugriff auf die
Website sowie das Verfassen von Beitrdgen voriibergehend nicht mdglich sein. Wir bitten um lhr

Verstandnis und Ihre Unterstitzung. Weitere Informationen folgen in Kirze.
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